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SUMMARY

SPPA-T3000 solutions are affected by vulnerabilities that were recently disclosed by JSOF research lab ("Ripple20") for the TCP/IP stack used in APC UPS systems, and by Intel for the Server Platform Services (SPS) used in SPPA-T3000 Application Server and Terminal Server hardware.

The advisory provides information to what amount SPPA-T3000 solutions are affected. Detailed information, including solution and mitigation measures, are available for SPPA-T3000 customers in the Siemens Energy Customer Portal.

AFFECTED PRODUCTS AND SOLUTION

<table>
<thead>
<tr>
<th>Affected Product and Versions</th>
<th>Remediation</th>
</tr>
</thead>
<tbody>
<tr>
<td>SPPA-T3000 Application Server: All versions only affected by CVE-2020-0545</td>
<td>When running on a HP ProLiant DL360 Gen10 server, the SPPA-T3000 Application Server is affected in the Intel Server Platform Services (SPS) included in the server hardware. The T3000 specific CVSS Environmental Score is 3.6 (Severity: low). Please contact your Siemens Energy service management organisation how to obtain the patch for the Intel SPS system of the server hardware.</td>
</tr>
<tr>
<td>SPPA-T3000 Terminal Server: All versions only affected by CVE-2020-0545</td>
<td>When running on a HP ProLiant DL360 Gen10 server, the SPPA-T3000 Terminal Server is affected in the Intel Server Platform Services (SPS) included in the server hardware. The T3000 specific CVSS Environmental Score is 3.6 (Severity: low). Please contact your Siemens Energy service management organisation how to obtain the patch for the Intel SPS system of the server hardware.</td>
</tr>
<tr>
<td>SPPA-T3000 APC UPS with NMC card AP9630 or AP9631: All versions only affected by CVE-2020-11896</td>
<td>APS UPS systems are affected by multiple Ripple20 vulnerabilities, including CVE-2020-11896 and 14 more. The T3000 specific CVSS Environmental Score is 3.6 (Severity: low). Please contact your Siemens Energy service management organisation how to mitigate the Ripple20 vulnerabilities in T3000 solutions.</td>
</tr>
</tbody>
</table>

WORKAROUNDS AND MITIGATIONS

Siemens has identified the following specific workarounds and mitigations that customers can apply to reduce the risk:
• Implement mitigations described in the SPPA-T3000 security manual
• Restrict access to the Application Highway using the SPPA-T3000 Firewall
• External components should be connected only to the SPPA-T3000 DMZ; no bridging of an external network to either the Application- or Automation highways is allowed
• Perform regular updates of the SPPA-T3000 (e.g. by using the Security Server if available)
• Implement mitigations provided in the customer information letter distributed via the customer service portal
• Please contact your local Siemens representative if you need help at securing your SPPA-T3000 installation

GENERAL SECURITY RECOMMENDATIONS
As a general security measure, Siemens strongly recommends protecting network access to devices with appropriate mechanisms. In order to operate the devices in a protected IT environment, Siemens recommends to configure the environment according to Siemens’ operational guidelines for Industrial Security in Power Environments as stated in the SPPA-T3000 Security Whitepaper.

The SPPA-T3000 Security Whitepaper, as well as additional information on Industrial Control System Security by Siemens, can be found at www.siemens.com/sppa-t3000.

PRODUCT DESCRIPTION
SPPA-T3000 is a distributed control system mostly used in fossil and large scale renewable power plants.

VULNERABILITY CLASSIFICATION
The vulnerability classification has been performed by using the CVSS scoring system in version 3.1 (CVSS v3.1) (https://www.first.org/cvss/). The CVSS environmental score is specific to the customer’s environment and will impact the overall CVSS score. The environmental score should therefore be individually defined by the customer to accomplish final scoring.

An additional classification has been performed using the CWE classification, a community-developed list of common software security weaknesses. This serves as a common language and as a baseline for weakness identification, mitigation, and prevention efforts. A detailed list of CWE classes can be found at: https://cwe.mitre.org/.

Vulnerability CVE-2020-11896

The Treck TCP/IP stack on affected devices improperly handles length parameter inconsistencies. Unauthenticated remote attackers may be able to send specially crafted IP packets which could lead to a denial of service condition or remote code execution.

CVSS v3.1 Base Score 10.0
CWE CWE-130: Improper Handling of Length Parameter Inconsistency

Vulnerability CVE-2020-0545

An integer overflow in Intel Server Platform Services (SPS) may allow a privileged user to potentially enable denial of service via local access.

CVSS v3.1 Base Score 4.4
CWE CWE-190: Integer Overflow or Wraparound
**ADDITIONAL INFORMATION**

For more details regarding the vulnerabilities refer to

- Siemens Energy Customer Portal (requires login)
- JSOF Ripple20 Vulnerabilities
- Schneider Electric Security Notification SEVD-2020-174-01
- Intel Security Advisory INTEL-SA-00295
- HP Enterprise Security Bulletin HPESBHF03999

The CVSS Environmental Scores for SPPA-T3000 solutions are based on the Base and Temporal Scores and were determined as follows:

- CVE-2020-11896: Environmental Score 3.6 (Low)
- CVE-2020-0545: Environmental Score 3.6 (Low)

For further inquiries on security vulnerabilities in Siemens products and solutions, please contact the Siemens ProductCERT:

https://www.siemens.com/cert/advisories
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