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SUMMARY

Multiple vulnerabilities have been identified in the WibuKey Digital Rights Management (DRM) solution, which affect SISHIP Automation Solutions. Siemens recommends users to apply the updates to WibuKey Digital Rights Management (DRM) provided by WIBU SYSTEMS AG.

AFFECTED PRODUCTS AND SOLUTION

<table>
<thead>
<tr>
<th>Affected Product and Versions</th>
<th>Remediation</th>
</tr>
</thead>
<tbody>
<tr>
<td>SISHIP EMCS: All versions</td>
<td>An updated software version for the solution, fixing the issue, is available. Customers are advised to contact Siemens customer support.</td>
</tr>
<tr>
<td>SISHIP IMAC: All versions</td>
<td>An updated software version for the solution, fixing the issue, is available. Customers are advised to contact Siemens customer support.</td>
</tr>
<tr>
<td>SISHIP IPMS: All versions</td>
<td>An updated software version for the solution, fixing the issue, is available. Customers are advised to contact Siemens customer support.</td>
</tr>
</tbody>
</table>

WORKAROUNDS AND MITIGATIONS

Siemens has identified the following specific workarounds and mitigations that customers can apply to reduce the risk:

- CVE-2018-3991 can be mitigated by blocking port 22347/tcp e.g. on an external firewall.

GENERAL SECURITY RECOMMENDATIONS

As a general security measure, Siemens strongly recommends to protect network access to devices with appropriate mechanisms. In order to operate the devices in a protected IT environment, Siemens recommends to configure the environment according to Siemens’ operational guidelines for Industrial Security (Download), and to follow the recommendations in the product manuals.

Additional information on Industrial Security by Siemens can be found at: https://www.siemens.com/industrialsecurity

PRODUCT DESCRIPTION

SISHIP Automation Solutions are SIMATIC PCS7 based solutions optimized for ship automation applications.
VULNERABILITY CLASSIFICATION

The vulnerability classification has been performed by using the CVSS scoring system in version 3.0 (CVSS v3.0) (https://www.first.org/cvss/). The CVSS environmental score is specific to the customer's environment and will impact the overall CVSS score. The environmental score should therefore be individually defined by the customer to accomplish final scoring.

Vulnerability CVE-2018-3989

A specially crafted IRP (I/O request packet) can cause the driver to return uninitialized memory, resulting in kernel memory disclosure.

CVSS v3.0 Base Score 4.3
CVSS Vector CVSS:3.0/AV:L/AC:L/PR:N/UI:N/S:C/L:R:N/A:N/E:P/RL:O/RC:C

Vulnerability CVE-2018-3990

A specially crafted IRP (I/O request packet) can cause a buffer overflow, resulting in kernel memory corruption and, potentially, privilege escalation.

CVSS v3.0 Base Score 9.3

Vulnerability CVE-2018-3991

A specially crafted TCP packet sent to port 22347/tcp can cause a heap overflow, potentially leading to remote code execution.

CVSS v3.0 Base Score 10.0

ADDITIONAL INFORMATION

For further inquiries on security vulnerabilities in Siemens products and solutions, please contact the Siemens ProductCERT:

https://www.siemens.com/cert/advisories
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